**Предупрежден-вооружен!**

**Новые виды мошенничества.**

Пока весь мир борется с новым вирусом, находятся желающие нагреть на панике свои руки…

**Фальшивые доброжелатели.**

Злоумышленники используют для своих противоправных действий вакцинацию, представляясь медработниками, которые могут взять тест на выявление вируса.

Похожая схема построена и на фальшивой дезинфекции. Граждане видят людей в масках и медицинских костюмах, у которых есть якобы полномочия для дезинфекции жилья. Напуганные пандемией коронавируса люди, желающие обезопасить себя и близких, разрешают "профессионалам" зайти в дом, а те пускают в лица слезоточивый или нервно-паралитический газ и выносят все, что можно будет продать.

Псевдо-волонтеры, которые берут деньги за будущую доставку продуктов питания, лекарств и пропадают. Помните, если к вам пришли доброжелатели - обязательно проверьте их документы и узнайте номер организации, в которой они работают.

Особо предприимчивые граждане стали выписывать штрафы пенсионерам, которые вышли из дома во время карантина.

**Телефонные аферисты.**

Возможны смс-сообщения, направляемые  якобы госорганами с требованием оплаты штрафа, который выписали за нарушение режима самоизоляции. В сообщениях указываются реквизиты, куда необходимо перевести определенную сумму, предлагая провести оплату в удаленном режиме из-за того, что суды не работают. Причем угрожают уголовным наказанием.

Банковские карты - лакомый кусочек для преступников. Вам может прийти сообщение на телефон о начислении материальной помощи. Дальше текст о том, что если деньги на карту не поступили - перезвоните по такому-то номеру. Ни в коем случае нельзя перезванивать и тем более говорить номер карты, пин-код и любую другую информацию. Если пренебречь этим - со сбережениями можно будет распрощаться.

**Интернет – мошенники.**

В интернете можно без усилий найти «чудо-средства» от коронавируса. Причем не менее опасные, чем сам вирус, так как вселив в людей ложную уверенность в неуязвимости, они побуждают забыть о мерах безопасности.

Речь о так называемых оберегах от коронавируса, заговоренной водице, амулетах, обещающих защиту на энергетическом уровне, чудейственные ритуалы, онлайн-гадания (заболеешь-не заболеешь) и т.д.

Мошенники также прибегают к рассылке электронных писем, в которых содержатся фишинговые ссылки, обещающие отсрочки по кредитам, получения пособий, волонтерской помощи…

Как видите, схем мошенничества появилось очень много.

Будьте бдительными! Берегите себя, своих близких и не болейте!